Data Security Breach
How to Respond
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What is a Data Breach

A data breach is a security incident in which sensitive, protected or confidential data is copied, transmitted, viewed, stolen or used by an individual unauthorized to do so.
Examples of Sensitive Data

- Name
- Address
- SSN
- Telephone Number
- Driver’s License Number
- Account Number
- PIN
- Email Address
- Password
- Student education records
- Other personal Information
Security Data Breach

Don’t Panic !!!
Breach Management Plan

- Containment and Recovery
- Risk Assessment
- Notification of the Breach
- Evaluation and Response
Containment and Recovery

- **The Goal:** limit the extent of the attack and thus the potential damage or loss.
- Determine who should lead the investigation.
- Determine the scope of the breach.
- Establish who needs to be aware of the situation.
- Determine whether there is something that you could recover.
- Define the response strategy.
Appropriate Strategy

- **Strategy Goal:** Limit the extent of the potential damage to and theft of resources.
- Need for evidence preservation.
- Service availability.
- Time and resources needed to implement the strategy.
- Effectiveness of the strategy.
- Duration of the solution.
Containment and Recovery

- Document details, conversations and actions.
- Evidence Gathering
  - Chain of custody
  - Preserve the evidence
- Follow notification escalation procedures.
- Apply changes to systems to control the attack.
Containment and Recovery

- Putting compromised resources back in service.
- Restore from a known good backup (before the compromise).
- Monitor closely for re-compromise.
Risk Assessment

- Determine what type of data is involved and its sensitivity.
- Determine how the data was protected during the incident.
- Analyze how many individuals were affected and who they are.
Risk Assessment

- Determine the harm that can come to those individuals.

- Determine the existence of wider consequences.

- If possible, determine what happened with the data.
Notification of Breach

- Obtain legal advice !!!!
- Contractual Agreement.
- The notification will help the individual.
- Number of people affected.
- Who, What, and How.
- Notify third parties (Police, Vendors, Insurers).
- Federal and State laws and regulations.
- Consider the dangers of ‘over notifying’.
Evaluation and Response

Some questions to be answered:

- How well did staff and management perform in dealing with the incident?
- Were the documented procedures followed? Were they adequate?
- Were any steps or actions taken that might have inhibited the recovery?
- What corrective action can prevent similar incidents in the future?
- What would the staff and management do different the next time a similar incident occurs?
Some Statistics

Who’s perpetrating breaches?

92% perpetrated by outsiders

14% committed by insiders (+)

1% implicated business partners

7% involved multiple parties

19% attributed to state-affiliated actors (+)

Some Statistics

How do breaches occur?

- 52% used some form of hacking
- 76% of network intrusions exploited weak or stolen credentials
- 40% incorporated malware
- 35% involved physical attacks
- 29% leveraged social tactics
- 13% resulted from privilege misuse and abuse

Source: http://www.verizonenterprise.com/DBIR/2013/
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Cost of Data Security Breach

Source: http://www.ponemon.org/
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Conclusion

- Document
- Develop policies and procedures
- Maintain the plan
- Learn from the common mistakes
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